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COMITE DE TRANSPARENCIA

BANCO®e MEXICO®

ACTA DE LA SESION EXTRAORDINARIA 09/2025
DEL 16 DE OCTUBRE DE 2025

A las dieciséis horas del 16 de octubre de 2025, participaron en la presente sesidon a través de medios
electronicos de comunicacién, Claudia Tapia Rangel, Titular de la Unidad de Transparencia; Edgar Miguel Salas
Ortega, Director Juridico y Victor Manuel De La Luz Puebla, Director de Seguridad y Organizacion de la
Informacion; todos ellos integrantes del Comité de Transparencia de este Instituto Central, asi como Sergio
Zambrano Herrera, Gerente de Gestién de Transparencia, en su caracter de Secretario de este Organo
Colegiado, de conformidad con la Quinta de las Reglas de Operacion del Comité de Transparencia del Banco
de Meéxico, publicadas en el Diario Oficial de la Federacion el veintinueve de abril de dos mil veinticinco
(Reglas).
Quien ejerce en este acto las funciones de Secretariado del Comité de Transparencia manifestd que existe
quoérum para la celebracién de la presente sesidn, de conformidad con lo previsto en los articulos 39, parrafos
segundo y tercero, de la Ley General de Transparencia y Acceso a la Informacion Publica (LGTAIP); 77, de la
Ley General de Proteccién de Datos Personales en Posesion de Sujetos Obligados (LGPDPPSO); 4o., del
Reglamento Interior del Banco de México (RIBM); asi como Quinta y Sexta de las Reglas. Por lo anterior, se
procedio en los términos siguientes:
APROBACION DEL ORDEN DEL DIiA.
Quien ejerce en este acto las funciones de Secretariado del Comité de Transparencia, sometid a consideracion
de los integrantes de ese Organo Colegiado el documento que contiene el orden del dia.
Este Comité de Transparencia del Banco de México, con fundamento en los articulos 39, parrafo segundo, 40,
fraccion VIII, de la LGTAIP; 77 de la LGPDPPSO; 4o0. y 31, fraccidn XX, del RIBM, y Quinta, de las Reglas, por
unanimidad, aprobé el orden del dia en los términos del documento que se adjunta a la presente como
“ANEXO 1” y procedié a su desahogo, conforme a lo siguiente:
UNICO. INFORME DEL SEGUIMIENTO AL MONITOREO DE LA SEGURIDAD DE LOS DATOS PERSONALES. ------
Quien ejerce en este acto las funciones de Secretariado, da cuenta con el Informe con referencia
A60.GESC.029/2025, suscrito por quienes son titulares de la Gerencia de Control Normativo y de la Gerencia
de Evaluacion y Seguimiento de Control, unidades administrativas adscritas a la Direccion de Control Interno;
asi como por quienes son titulares de la Gerencia de Seguimiento y de la Subgerencia de Seguimiento Interno,
unidades administrativas adscritas a la Direccién de Ciberseguridad, el cual contiene el resultado de las
actividades de seguimiento del monitoreo de la seguridad de los datos personales. Se agrega el referido
Informe a la presente como “ANEXO 2”.
En atencién a lo anterior, este Comité de Transparencia, por unanimidad de sus integrantes acordd lo
siguiente:
Primero. Con fundamento en los articulos 77 y 78, fracciones |, IV, y V, de la LGPDPPSO; 31, fracciones II, XV,
XX, del RIBM, asi como en términos del Séptimo del Acuerdo por el que se determina la politica interna para
la gestion y tratamiento de datos personales, los criterios para establecer y mantener el Sistema de Gestion
de Seqguridad de Datos Personales, y otras politicas de proteccion de datos personales” (Acuerdo del Sistema
de Gestion), se tiene por presentado y toma conocimiento del Informe del seguimiento al monitoreo de la
seguridad de los datos personales, relacionado en el oficio con referencia A60.GESC.029/2025. ------------------
Segundo. Con fundamento en los articulos 77, segundo parrafo, 78, fracciones |, IVy V, de la LGPDPPSO vy 31,
fracciones II, V, XV y XX, del RIBM, asi como Séptimo y Anexo unico del Acuerdo del Sistema de Gestidn, se
requiere a la Direccion de Control Interno y a la Direccion de Ciberseguridad del Banco de México, para que
informen a este Organo Colegiado, a mas tardar el 30 de noviembre de 2026, en qué consisten, en especifico,
cada uno de los hallazgos referidos en el Informe del seguimiento al monitoreo de la seguridad de datos
personales, asi como el avance en su atencidn, o en su caso, si estos ya han sido solventados conforme al
analisis de las respuestas otorgadas por las Unidades Administrativas del Banco de México en la aplicacién de
los cuestionarios relativos a las medidas de seguridad fisicas, técnicas y administrativas. Lo anterior, a efecto

Uso Publico

Informacién de acceso publico

Pagina 1 de 2



VA
1

de que este Organo Colegiado cuente con mayores elementos para determinar las acciones que, en su caso,
correspondan al respecto.
Finalmente, al no haber mas asuntos que tratar, se da por terminada la sesion a las dieciséis horas con veinte
minutos de la misma fecha de su celebracidn, y en términos de la Quinta de las Reglas, quien ejerce las
funciones de Secretariado en este acto, hace constar el voto de los integrantes del Comité de Transparencia
que participaron en la misma a través de medios electronicos de comunicacion, la cual se llevé a cabo en
tiempo real, y quienes integraron el quérum no la abandonaron durante su desarrollo. La presente Acta se
firma por los integrantes del Comité de Transparencia que participaron en la sesidn, asi como por quien ejerce
en este acto las funciones de Secretariado. Conste.
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CLAUDIA TAPIA RANGEL
Integrante
Unidad de Transparencia

EDGAR MIGUEL SALAS ORTEGA ViCTOR MANUEL DE LA LUZ PUEBLA
Integrante Integrante
Direccidn Juridica Direccion de Seguridad y Organizacién de la
Informacion

SERGIO ZAMBRANO HERRERA
Secretario
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COMITE DE TRANSPARENCIA

ORDEN DEL DIA
SESION EXTRAORDINARIA 09/2025
16 DE OCTUBRE DE 2025

UNICO. INFORME DEL SEGUIMIENTO AL MONITOREO DE LA SEGURIDAD DE
DATOS PERSONALES.
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"ANEXO 2"
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"2025, Ano de la Mujer Indigena”

Ciudad de México, a 25 de junio de 2025.
Ref.: A60.GESC.029/2025

Asunto: Informe del seguimiento al monitoreo
de la seguridad de datos personales.

COMITE DE TRANSPARENCIA,

PRESENTE.

Por medio del presente, la Direccion de Control Interno (DCI) y la Direccion de Ciberseguridad (DCib) , a
través de las Gerencias de Control Normativo (GCN), de Evaluacidn y Seguimiento de Control (GESC) y de
Seguimiento (GS), informan el resultado de las actividades de seguimiento del monitoreo de la seguridad
de los datos personales realizadas en 2024, en términos del Séptimo del “Acuerdo por el que se
determinan los criterios para establecer y mantener el Sistema de Gestion de Seguridad de Datos
Personales, la politica interna de gestion y tratamiento de datos personales, y otras politicas y programas
de proteccion de datos personales”, aprobado por el Comité de Transparencia del Banco de México, en
sesion de fecha 15 de noviembre de 2023 (Acuerdo).

Introduccion.

El seguimiento del monitoreo de la seguridad de los datos personales, a cargo de la DCI y DCib, en el
ambito de su competencia, tiene como propdsito conocer peridodicamente el estado del sistema de
gestidon de seguridad de datos personales, asi como de las acciones de mejora continua que se lleven a
cabo.

Para realizar el mencionado seguimiento, la GCN, GESCy GS consideraron el esquema previsto en el Anexo
Unico del Acuerdo, mismo que prevé que el seguimiento puede realizarse con base en cuestionarios que
las mencionadas Direcciones proporcionen bienalmente a las Unidades Administrativas, de cuyas
respuestas se permita conocer el estado de las medidas de seguridad administrativas, fisicas y técnicas
gue tengan implementadas al efecto.

Cabe mencionar que las referidas medidas son definidas en la Ley General de Proteccidn de Datos
Personales en Posesién de Sujetos Obligados, conforme a lo siguiente:

e Medidas administrativas: Politicas y procedimientos para la gestidn, soporte y revisién de la
seguridad de la informacién a nivel organizacional, la identificacidn, clasificacion y borrado seguro
de la informacidn, asi como la sensibilizaciéon y capacitacion del personal, en materia de
proteccion de datos personales.

e Medidas fisicas: Conjunto de acciones y mecanismos para proteger el entorno fisico de los datos
personales y de los recursos involucrados en su tratamiento.

e Medidas técnicas: Conjunto de acciones y mecanismos que se valen de hardware o software para
proteger el entorno digital de los datos personalesy los recursos involucrados en su tratamiento.

Uso General
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Metodologia de seguimiento 2024.

Para realizar el seguimiento del monitoreo de las medidas de seguridad, la GCN, la GESCy la GS elaboraron
una serie de preguntas a ser contestadas por las Unidades Administrativas del Banco, mismas que, para
facilitar su aplicacién y disminuir cargas administrativas, fueron incluidas en los cuestionarios bienales de
autodiagndstico que el equipo de Contralores Internos de Cumplimiento?! distribuye a las Unidades
Administrativas, para conocer el estado de sus procesos, riesgos, actividades de control relevante y
normatividad.

Los cuestionarios fueron aplicados a las Unidades Administrativas durante 2024, de manera escalonada,
conforme al calendario siguiente:

Tabla 1. Calendario de aplicacion de cuestionarios de autodiagndstico.

Trimestre Direcciones Generales/ Direcciones

Primer = Direccién General de Emision.
trimestre de = Direccidén General de Tecnologias de Informacion.
2024 = Direccién General Juridica.
;egundo = Direccidén General de Investigacion Econdmica.
trimestre de . ., L -
= Direccién General de Administracion.
2024
= Direccion General de Contraloria y Administracion de Riesgos.
= Direccién General de Estabilidad Financiera.
Tercer = Direccién de Vinculacién Institucional y Comunicacién.
trimestre de = Direccién de Educacidn Financiera y Fomento Cultural.
2024 = Direccidén General de Asuntos del Sistema Financiero.
= Secretaria de la Junta de Gobierno.
= Unidad de Auditoria.
= Direccidén General de Operaciones de Banca Central.
= Direccidén General de Sistemas de Pagos e Infraestructuras de
Cuarto
trimestre de Merca_dos._ L ) N .
2024 = Coordinaciones Administrativa y Ejecutiva del Fondo Mexicano del
Petréleo para la Estabilizacidn y el Desarrollo.
= Unidad de Transparencia.

Para la obtencion de la informacién en materia de medidas de seguridad se siguieron 2 vertientes:
a) Para las medidas de seguridad fisicas y técnicas.

Se elaboraron preguntas a ser respondidas por las Unidades Administrativas que han concluido con las
etapas de aplicaciéon de las disposiciones de la Norma Administrativa Interna Gestion de la Informacion,
consistentes en el levantamiento del inventario de datos personales y la categorizacion de sus activos de
informacién. Esto, debido a que, a partir de la informacién reportada en el mismo, es posible identificar:

! Grupo integrado por la Gerencia de Riesgos No Financieros, la GESC y la GCN. Las actividades del esquema de
contralores internos de cumplimiento se encuentran reguladas en el manual de procedimientos de operacién
“Contralores internos de cumplimiento”.
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i. Cambios en los activos de informacién que gestionan datos personales, y que no hayan sido reflejados
en los inventarios respectivos,

ii. Existencia de amenazas no valoradas,
iii. Nuevas vulnerabilidades o cambios en su impacto y consecuencias, y

iv. Actualizacién de incidentes de seguridad.

A continuacidn, se listan las preguntas elaboradas y aplicadas a las mencionadas Unidades:

1. Los activos de informacién en los que se gestionan datos personales han sufrido alguna
modificacién, en los aspectos siguientes:

1.a. éHan cambiado de ubicacién?

1.b. ¢Han cambiado en su tratamiento?

1.c. ¢éHan cambiado sus medidas de seguridad fisicas o técnicas?

2. ¢Ha identificado factores de riesgo a los que podrian estar expuestos los datos personales
contenidos en sus activos de informacién?

2.a. Factores de riesgo derivados de amenazas fisicas.

2.b. Factores de riesgo derivados de amenazas técnicas.

3. éSe ha presentado alguna vulneracién o materializado un factor de riesgo de seguridad de datos
personales en los activos de informacién del proceso a su cargo?

3.a. De cardcter fisico sin reporte de incidente.

3.b. De caracter fisico con reporte de incidente.

3.c. De caracter técnico sin reporte de incidente.

3.d. De caracter técnico con reporte de incidente.

4. ¢éEn su proceso, se requiere realizar alguna modificacion adicional al inventario de datos
personales?

A fin de conocer a las Unidades Administrativas que habian concluido con el levantamiento del inventario
de datos personales y la categorizacidon de sus activos de informacién, el personal de la GESC solicité a la
Direccién de Seguridad y Organizacidon de la Informacidén, a través de la Subgerencia de Arquitectura de la
Informacién (SAl), el listado correspondiente, para lo cual la SAl otorgd permisos de consulta al
documento “Tablero de Aplicacién de la NAI Gestién de la Informacién”.

Con base en lo anterior, si bien el equipo de Contralores Internos de Cumplimiento aplicaria 466
cuestionarios de autodiagndstico, considerando los procesos del Banco y la Unidad Administrativa
responsable de los mismos, el personal de la GESC incluyé las preguntas para el seguimiento del
monitoreo de las medidas de seguridad fisicas y técnicas, en 245 cuestionarios de autodiagndstico, que
serian respondidos por las Unidades Administrativas sefialadas en el parrafo precedente.
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A continuacién, se muestra el detalle numérico por Unidad Administrativa, de los cuestionarios de
autodiagndstico que servirian a la GESC y a la GS para el seguimiento del monitoreo de las medidas de
seguridad fisicas y técnicas:

Tabla 2. Relacién de cuestionarios de autodiagndstico aplicados por Unidad Administrativa.

Direcciones Generales/Direcciones N?. CE .
cuestionarios
Direccion General de Emision (DGE) 26
Direccidn General de Tecnologias de Informacion (DGTI) 5
Direccion General Juridica (DGJ) 17
Direccion General de Investigacién Econdmica (DGIE) 49
Direccion General de Administracién (DGA) 34
Direccion General de Contraloria y Administracién de Riesgos (DGCAR) 31
Direccion General de Estabilidad Financiera (DGEF) 3
Direccion de Vinculacién Institucional y Comunicacion (DVIC)
Direccion de Educacion Financiera y Fomento Cultural (DEFFC) 1
Direccion General de Asuntos del Sistema Financiero (DGASF) 11
Secretaria de la Junta de Gobierno (SJG) 1
Unidad de Auditoria (UAud) 7
Direccion General de Operaciones de Banca Central (DGOBC) 20
Direccion General de Sistemas de Pagos e Infraestructuras de Mercados (DGSPIM) 16
Coordinaciones Administrativa y Ejecutiva del Fondo Mexicano del Petrdleo para 15
la Estabilizacién y el Desarrollo (FMPED)
Unidad de Transparencia (UT) 2
TOTAL \ 245

b) Para las medidas de seguridad administrativas.

A fin de identificar la normatividad interna relacionada con medidas administrativas del Banco de México,
el equipo de la GCN tomé como base el Documento de Seguridad del Banco de México, aprobado por el
Comité de Transparencia del propio Banco, en sesién de fecha 28 de junio de 2018 (Documento de
Seguridad), en el que se contiene un listado de la normatividad registrada en el Catdlogo de Normas
Internas que tiene el caracter de medida de seguridad administrativa.

Cabe sefialar que en el referido Documento de Seguridad se indica, que la normatividad interna
relacionada con medidas administrativas, contiene regulacién sobre el tratamiento de datos personales;
la identificacién, catalogacién y resguardo, por el plazo de conservacién que corresponda, de la
documentacion que da evidencia del ejercicio de las funciones de las Unidades Administrativas; la gestidn
de documentos durante su ciclo de vida, desde su generacidn hasta la aplicacion de su destino final,
eliminacion o conservacidon permanente; la forma en que se otorgaran derechos de consulta a
documentos de archivo; la gestidn del ciclo de vida de los datos personales tratados por el Banco de
México; la gestion, soporte y revisién de la seguridad de la informacion a nivel organizacional; asi como la
identificacion, clasificacidn y borrado seguro de la informacidn, entre otros aspectos.

Uso General
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Con base en lo anterior, a fin de contar con un listado exhaustivo de la normatividad interna relacionada
con medidas de seguridad administrativas implementadas en el Banco, sobre la que se realizaria el
seguimiento del monitoreo, se tomd como base la normatividad interna listada en el Documento de
Sequridad, la cual se actualizd conforme a su denominacion vigente y, adicionalmente, el personal de la
GCN realizé una revisidon de la normatividad interna registrada en el Catalogo de Normas Internas para
adicionar aquellas que tuvieran dentro de su regulacién alguno de los aspectos sefialados en el parrafo
precedente.

Asimismo, a partir de 2024, en atencidn a lo sefialado por el Anexo Unico del Acuerdo, el personal de la
GCN, en coordinaciéon con la Unidad de Transparencia, realizaron interacciones con las Unidades
Administrativas del Banco de México, con el objetivo de identificar si estas ultimas habian emitido
normatividad adicional a la listada en el Documento de Seguridad que regulara algun tipo de medidas de
seguridad administrativas de datos personales. Para tal fin, se le proporcioné a cada Unidad
Administrativa, como un insumo, el listado de toda la normatividad que tienen registrada en el Catalogo
de Normas Internas.

Cabe resaltar que, de las mencionadas gestiones, se identificd que, de los 21 documentos normativos
listados en el Documento de Seguridad, las Unidades Administrativas del Banco de México han emitido 56
documentos adicionales, relacionados con medidas de seguridad administrativas de datos personales,
como se puede apreciar en la imagen siguiente (detalle en Anexo):

Tabla 3. Normatividad interna relacionada con medidas de seguridad administrativas

Listado del Documento de Seguridad Actualizacién del listado
(junio de 2018) (junio 2025)
21, 4%

Total de
documentos
normativos: 599

Total de
documentos
normativos: 618

-

= Normatividad no relacionada con medidas de
seguridad administrativas

= Normatividad relacionada con medidas de seguridad
administrativas

= Normatividad no relacionada con medidas de
seguridad administrativas

= Normatividad relacionada con medidas de seguridad
administrativas

Con base en el listado elaborado, se dio seguimiento al estado que guarda la normatividad interna

relacionada con medidas de seguridad administrativas a través de cuestionarios de autodiagndstico

aplicados por el equipo de Contralores Internos de Cumplimiento a todas las Unidades Administrativas

del Banco de México, durante 2024. Para efectos de lo anterior se realizaron las preguntas siguientes:
Uso General
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1. ¢Es necesario actualizar la normatividad interna?

En caso afirmativo, indicar el motivo de la actualizacidn (por ejemplo, cambios en los procesos que
ejecuta, identificacion de nuevos riesgos, controles asociados a los mismos, denominaciéon de
puestos y Unidades Administrativas, o para atender observaciones, recomendaciones, mejorar la
regulacion, entre otros motivos), y

2) éSe ejecutan actividades en el proceso que no estén reguladas, y por ello, se requiera emitir un
nuevo MPO o NAI? En caso afirmativo, especificar las actividades y el instrumento normativo (NAI o
MPO) en donde se regularan.

Resultados de la aplicacién de las preguntas.

Los resultados obtenidos del analisis de las respuestas otorgadas por las Unidades Administrativas del
Banco de México se muestran en 2 carriles, uno para las medidas de seguridad fisicas y técnicas y otro
para las medidas administrativas.

a) Resultados relacionados con medidas de seguridad fisicas y técnicas.

Como se sefiald se aplicaron 245 cuestionarios a las diversas Unidades Administrativas que han concluido
con el levantamiento de su inventario de datos personales y con la categorizacién de sus activos de
informacién, obteniendo los resultados siguientes:

Por lo que refiere a las medidas de seguridad fisicas, de conformidad con la revisién que llevaron a cabo
las Unidades Administrativas de sus inventarios de datos personales, identificamos que en 212
cuestionarios se indicaron que las referidas medidas se mantienen actualizadas y en 33 se indicaron
cambios conforme al detalle siguiente:

Tabla 4. Hallazgos en las medidas de seguridad fisicas derivados de cuestionarios.

Unidad Administrativa Motivo Proceso / Unidad Administrativa
Se identificéd por la unidad administrativa
modificaciones en el rubro siguiente:
ubicacién.

Desarrollo del Capital Humano (RH1)
e 1. Gerencia de Desarrollo de Capital Humano.

Se identificé por la unidad administrativa | Disefio, cultura organizacional y estudios de recursos
modificaciones en el rubro siguiente: | humanos (RH2)

ubicacién. e 2. Gerencia de Organizacion.

Se identificd por la unidad administrativa
modificaciones en el rubro siguiente: algin | Administracion del Plan de Salud (RH6)

Direccion General de | aspecto relacionado con sus medidas de e 3. Gerencia de Administracion del Plan de Salud.
Administracion seguridad fisicas o técnicas.
Se identificd por la unidad administrativa | Contratacién de bienes, servicios y obra inmobiliaria
modificaciones en el rubro siguiente: | (PPC3)

tratamiento. e 4. Gerencia de Soporte Legal y Mejora Continua de
Recursos Materiales.

Se identificé por la unidad administrativa | Enajenacién de bienes, basuray desperdicios (RM2)
modificaciones en el rubro siguiente: e 5. Gerencia de Soporte Legal y Mejora Continua de
tratamiento. Recursos Materiales.

Uso General
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Motivo

Direccién General Juridica

Se identifico por las unidades
administrativas modificaciones en los rubros
siguientes: (i) algun aspecto relacionado con
sus medidas de seguridad fisicas o técnicas
[GW], inventario de datos personales [GI]] y
(ii) factores de riesgo derivados de amenazas
fisicas [GACSPIM].

Proceso / Unidad Administrativa

Autorizaciones, consultas y opiniones (SJ1)

e 6. Gerencia de Autorizaciones y Consultas sobre
Sistemas de Pagos e Infraestructuras de Mercados
(GACSPIM).

e 7. Gerencia de Instrumentacion Juridica (GlJ).

Direccion General de Contraloria
y Administracion de Riesgos

Se identifico por las unidades
administrativas modificaciones en el rubro
siguiente: inventario de datos personales.

Identificacion y evaluaciéon de riesgos no financieros y
seguimiento de control (ESR1)
e 8. Gerencia de Evaluacion y Seguimiento de Control.
¢ 9. Gerencia de Riesgos No Financieros.

Se identificé por la unidad administrativa
modificaciones en el rubro siguiente:
inventario de datos personales.

Evaluacion y seguimiento de la implementacion del
Sistema de Control Interno y la calidad del Marco de
Administraciéon de Riesgos No Financieros (ESR2)

e 10. Gerencia de Evaluacion y Seguimiento de Control.

Se identificéd por la unidad administrativa
modificaciones en el rubro siguiente:
factores de riesgo derivados de amenazas
fisicas.

Investigaciones de quejas, denuncias, irregularidades
derivadas de auditoria y de oficio (OIC1)
e 11. Gerencia de Control Normativo.

Se identificé por la unidad administrativa
modificaciones en el rubro siguiente:
inventario de datos personales.

Continuidad Operativa Institucional (PCC2)
e 12. Gerencia de Riesgos No Financieros.

Se identificéd por la unidad administrativa
modificaciones en los rubros siguientes: (i)
tratamiento, (ii) algin aspecto relacionado
con sus medidas de seguridad fisicas o
técnicas vy (iii) factores de riesgo derivados
de amenazas fisicas.

Atencion de procedimientos administrativos (RCN3)
e 13. Gerencia de Control Normativo.

Direccion General de Asuntos del
Sistema Financiero

Se identificéd por la unidad administrativa

Elaboracién y publicacion de informes y reportes (DIE3)

modificaciones en el rubro siguiente: e 14, Gerencia de Inclusién y Transparencia de Servicios
inventario de datos personales. Financieros.
Se identifico por las unidades | Desempefio de la encomienda fiduciaria en fideicomisos

administrativas modificaciones en el rubro
siguiente: factores de riesgo derivados de
amenazas fisicas.

de fomento relacionados con la agricultura (FIRA) y apoyo
a la representacion en 6rganos colegiados de las Entidades
Financieras de Fomento (SFA7)

e 15. Gerencia de Fideicomisos de Fomento.

e 16. Gerencia de Banca de Desarrollo.

Direccion General de Sistemas
de Pagos e Infraestructuras de
Mercados

Se identifico por las unidades
administrativas modificaciones en el rubro
siguiente: inventario de datos personales.

Implantacién de soluciones de Tl (PSTI1)
e 17. Gerencia de Desarrollo Tecnoldgico de Sistemas
de Pagos e Infraestructuras de Mercados.
e 18. Gerencia de Tecnologias Innovadoras de Sistemas
de Pagos e Infraestructuras de Mercados.

Fondo Mexicano del Petréleo
para la Estabilizacién y el
Desarrollo

Se identifico por las unidades
administrativas modificaciones en los rubros
siguientes: (i) ubicacion, (ii) tratamiento y
(iii) algun aspecto relacionado con sus
medidas de seguridad fisicas o técnicas.

Operacion financiera del FMPED (FMPED1)
e 19. Unidad de Operaciones Financieras del FMPED.
e 20. Unidad de Control y Andlisis de Riesgos del
FMPED.
e 21. Unidad de Contabilidad y Gestion de Operaciones
del FMPED.
e 22.Subgerencia Juridica del FMPED

Se identifico por las unidades
administrativas modificaciones en los rubros
siguientes: (i) ubicacion, (ii) tratamiento y
(iii) algun aspecto relacionado con sus
medidas de seguridad fisicas o técnicas.

Administracion de la Reserva del FMPED (FMPED?2)
e 23. Unidad de Operaciones Financieras del FMPED.
e 24, Unidad de Control y Andlisis de Riesgos del
FMPED.
e 25. Unidad de Contabilidad y Gestion de Operaciones
del FMPED.

Se identifico por las unidades
administrativas modificaciones en los rubros
siguientes: (i) ubicacion, (i) tratamiento y
(iii) algun aspecto relacionado con sus
medidas de seguridad fisicas o técnicas.

Administracion financiera de los contratos (FMPED3)
e 26. Unidad de Administracién Financiera de Contratos
del FMPED.
e 27. Subgerencia Juridica de
Hidrocarburos del FMPED.

Contratos de

Uso General

Informacién cuyo acceso esta restringido a cualquier persona empleada por el Banco de México y, en su caso, personas ajenas al mismo.
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Unidad Administrativa

Proceso / Unidad Administrativa

Gestién administrativa del FMPED (FMPED4)

28. Unidad de Administracién Financiera de Contratos
del FMPED.

29. Unidad de Operaciones Financieras del FMPED.
30. Unidad de Control y Andlisis de Riesgos del
FMPED.

31. Unidad de Contabilidad y Gestion de Operaciones
del FMPED.

32. Subgerencia Juridica de
Hidrocarburos del FMPED.

33. Subgerencia Juridica del FMPED.

Motivo

Se identifico por las unidades
administrativas modificaciones en los rubros
siguientes: (i) ubicacion, (ii) tratamiento y
(iii) algun aspecto relacionado con sus
medidas de seguridad fisicas o técnicas.

Contratos de

Por su parte, respecto de las medidas de seguridad técnicas, de conformidad con la revision que llevaron
a cabo las Unidades Administrativas de sus inventarios de datos personales, identificamos que en 221
cuestionarios se sefialaron que las medidas se mantienen actualizadas y en 24 se indicaron cambios

conforme al detalle siguiente:

Tabla 5. Hallazgos en las medidas de seguridad técnicas derivados de cuestionarios.

DG
Direccion
Administracion

General de

Motivo
Fortalecimiento de
ciberseguridad.

controles de

Proceso / Unidad Administrativa
Administracion del Plan de Salud (RH6)
e 1. Gerencia de Administracion del Plan de Salud.

Direccién General Juridica

Fortalecimiento de controles de

ciberseguridad.

Autorizaciones, consultas y opiniones (SJ1)
e 2. Gerencia de Instrumentacién Juridica.

Direccién General de Contraloria
y Administracion de Riesgos

Riesgos identificados en evaluaciones,
comprobaciones y revisiones de seguridad
de la informacion.

3. Investigaciones de quejas, denuncias, irregularidades
derivadas de auditoria y de oficio (OIC1)
4. Atencién de procedimientos administrativos (RCN3)

e Gerencia de Control Normativo.

Direccion General de Asuntos del
Sistema Financiero

Riesgos identificados en evaluaciones,
comprobaciones y revisiones de seguridad
de la informacion.

Desempefio de la encomienda fiduciaria en fideicomisos
de fomento relacionados con la agricultura (FIRA) y apoyo
a la representacion en 6rganos colegiados de las Entidades
Financieras de Fomento (SFA7)

e 5. Gerencia de Fideicomisos de Fomento.

e 6. Gerencia de Banca de Desarrollo.

Direccién General de
Operaciones de Banca Central

Riesgos identificados en evaluaciones,
comprobaciones y revisiones de seguridad
de la informacion.

7. Operaciones para la administracion de la reserva de
activos internacionales (ARI1)
8. Operaciones con instrumentos financieros derivados
por cuenta y orden del Gobierno Federal (SFA3)
9. Operaciones de compra/venta de divisas de entidades
publicas (SFAS)

e Gerencia de Operaciones Internacionales.

Fondo Mexicano del Petréleo
para la Estabilizacién y el
Desarrollo

Fortalecimiento de controles de

ciberseguridad.

Operacion financiera del FMPED (FMPED1)
e 10. Unidad de Operaciones Financieras del FMPED.
e 11. Unidad de Control y Andlisis de Riesgos del
FMPED.
e 12. Unidad de Contabilidad y Gestion de Operaciones
del FMPED.
e 13. Subgerencia Juridica del FMPED.

Administracion de la Reserva del FMPED (FMPED2)
e 14, Unidad de Operaciones Financieras del FMPED.
e 15. Unidad de Control y Andlisis de Riesgos del
FMPED.
e 16. Unidad de Contabilidad y Gestion de Operaciones
del FMPED.

Uso General

Informacién cuyo acceso esta restringido a cualquier persona empleada por el Banco de México y, en su caso, personas ajenas al mismo.
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DG Motivo Proceso / Unidad Administrativa
Administracion financiera de los contratos (FMPED3)
e 17.Unidad de Administracién Financiera de Contratos
del FMPED.
e 18. Subgerencia Juridica de Contratos de
Hidrocarburos del FMPED.
Gestion administrativa del FMPED (FMPED4)
19. Unidad de Administracién Financiera de Contratos
del FMPED.
20. Unidad de Operaciones Financieras del FMPED.
21. Unidad de Control y Andlisis de Riesgos del
FMPED.
22. Unidad de Contabilidad y Gestion de Operaciones
del FMPED.
23. Subgerencia Juridica de Contratos de
Hidrocarburos del FMPED.
24. Subgerencia Juridica del FMPED.

b) Resultados relacionados con medidas de administrativas.

Con motivo de la aplicacion de los cuestionarios de autodiagndstico por parte del equipo de Contralores
Internos de Cumplimiento, se identificd el estado que guarda la normatividad interna registrada en el
Catdlogo de Normas Internas, relacionada con medidas de seguridad administrativas de datos personales
implementadas en el Banco de México, asi como si requiere de alguna actualizacién.

Respecto de lo anterior, de los 77 documentos normativos que regulan aspectos relacionados con
medidas de seguridad administrativas, las Unidades Administrativas del Banco de México sefalaron que
se requerian actualizar 26, de los cuales, al dia del presente informe, 3 estan programados para ser
actualizados, 8 se encuentran en proceso de actualizacidn y 15 concluyeron con dicho proceso y se
encuentran registrados en el Catalogo de Normas Internas del Banco de México. En la grafica siguiente se

muestra el estado de los 77 documentos normativos (detalle en Anexo):
Tabla 6. Estado que guarda la normatividad interna relacionada con medidas de seguridad administrativas.

Estado que guarda la normatividad relacionada con
medidas de seguridad administrativas

3, 4%
8 10% Total: 77
f documentos
normativos

15, 20%

51, 66%

Programado para actualizar

En proceso de actualizacion

Actualizado

No se considera necesaria su actualizacion

Uso General

Informacién cuyo acceso esta restringido a cualquier persona empleada por el Banco de México y, en su caso, personas ajenas al mismo.



[E BANCO 5 MEXICO®

"2025, Ano de la Mujer Indigena”

Conforme a esto, se informa al Comité de Transparencia que la DCl a través de la GCN, en ejercicio de sus
funciones, dard seguimiento a que las Unidades Administrativas del Banco de México concluyan con la
actualizacién de la normatividad interna, acorde con los compromisos incluidos en sus respectivos
programas de actualizacidon. Asimismo, llevara registro de las nuevas versiones de estos documentos en
el referido Catalogo de Normas Internas.

Finalmente, se hace del conocimiento del Comité de Transparencia que, en términos del Anexo Unico del
Acuerdo, el presente informe se hard del conocimiento de la Unidad de Transparencia, la Direccién de
Seguridad y Organizacién de la Informacién, asi como de la Direccidon de Administracidon de Riesgos para
gue programen, en su caso y en el ambito de su competencia, el asesoramiento a las dreas responsables
de la informacién para mantener actualizado el inventario de datos personales de los activos de
informacién correspondientes.

Por lo expuesto en el presente documento, solicitamos a este H. Comité de Transparencia:
UNICO. Tener por presentado, en debidos tiempo y forma, el informe resultante del seguimiento del

monitoreo de la seguridad de datos personales en posesion de las Unidades Administrativas del Banco de
México, en términos del punto Séptimo del Acuerdo del CT.

Atentamente,
Firma electrdnica Firma electrdnica
EDUARDO CASTRO SILVA ALEJANDRO ORRICO GALVEZ
Gerente de Control Normativo Gerente de Evaluacidn y seguimiento de Control
Firma electrénica Firma electrdnica
CESAR ARIAN ORTEGA ARIAS MARCO ANTONIO PALOMINO ESCORZA
Gerente de Seguimiento Subgerencia de Seguimiento Interno

Con fundamento en los articulos 10., 40., 80., 10, 29 Bis, fracciones | y IV, 30 Bis, fracciones IV y VIII, del Reglamento Interior del
Banco de México, asi como en el Séptimo del “Acuerdo por el que se determinan los criterios para establecer y mantener el
Sistema de Gestion de Seguridad de Datos Personales, la politica interna de gestién y tratamiento de datos personales, y otras
politicas y programas de proteccidn de datos personales”.

Uso General

Informacién cuyo acceso esta restringido a cualquier persona empleada por el Banco de México y, en su caso, personas ajenas al mismo.
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